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Data Permission Form v2
Working in the community risk assessment
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Details for Communicare v2

SeniorsUSP/SOP/C02a –WP2 Visit 1 Procedure Twenty-07
SeniorsUSP/SOP/C03a –WP2 Visit 2 Procedure Twenty-07

SCOPE: 
This SOP applies to all [Survey Research Staff] or colleagues who have been trained by [Lone Worker Service Provider] or an authorised member of [Survey Research Staff] to use the mobile phone tracking system.  This system has been commissioned by the [Survey Administrative Office] and will work in tandem with the risk management strategy for the SeniorsUSP study and in line with the Health and Safety responsibilities of the [Survey Administrative Office].
The purpose of this Standard Operating Procedure (SOP) is to provide clear guidance to all staff working in the community, on how to use the [Lone Worker Service Provider] mobile phone support network.

DEFINITIONS: 
· WP2: Work Package 2
· PIN: Personal ID Number

· Communicare Lone Worker Monitor: the system of support network provided by [Lone Worker Service Provider]
INDIVIDUAL RESPONSIBILITIES: 
Each individual staff member will co-operate in the implementation, operation and monitoring of this policy by:

· Ensuring they login to the system every visit using their individual PIN 

· Ensuring they provide accurate information to [Lone Worker Service Provider] of their destination, approximate duration of visit and any other relevant information such as the agreed code-word to alert listeners to a situation

· Ensuring that they carry their phone throughout the visit in an easily accessible place where the controls can be operated as needed

· Ensuring they logout after every visit

If, for whatever reason, the individual staff member does not logout at the end of the visit or is unable to do so due to unforeseen circumstances eg unable to leave the interview location, [Lone Worker Service Provider] will attempt to contact the member of staff 3 times.  If there is still no response from the staff member, they will contact the [Survey Administrative Office] using the Escalation procedure agreed.

MANAGEMENT RESPONSIBILITIES
If [Lone Worker Service Provider] contact the [Survey Administrative Office] it will be to inform them that they have not received a response from a member of staff who has gone over their planned visit duration.  They will also inform the [Survey Administrative Office] of the options best suited to addressing this matter, including contacting the Police and informing them of the situation.  This contact will be made using the agreed Escalation procedure noted to [Lone Worker Service Provider] on the Staff Information List.

[Survey Administrative Office] will then be led by [Lone Worker Service Provider] on the best intervention and will be available to act upon any recommendations given by [Lone Worker Service Provider].
[LONE WORKER SERVICE PROVIDER] RESPONSIBILITIES
If a member of staff is in a situation where they feel threatened, vulnerable or at risk of harm as a result of the actions of a respondent or at any time during their visit or journey, they can press the panic button on their phone as instructed in their training session.  This will activate emergency response measures with [Lone Worker Service Provider], who will be able to listen to the conversation being held at the time or the incident which the member of staff is involved in[Lone Worker Service Provider], will then react by:

· Evaluating if the incident is a real call for help or accidental pressing of the panic button.  Use of the agreed code-word in the login message will help to identify the type of call.

· Recording the incident/conversation as it happens for future reference

· Call the Police and direct them to the given address/location

· Call the [Survey Administrative Office] to inform them using the Escalation Procedure in normal working hours (9am – 5pm) 

· Call the Duress Contact outside normal working hours
MONITORING THE POLICY
The team at [Survey Administrative Office] will monitor the frequency at which staff have used the [Lone Worker Service Provider] system by obtaining records from them of all ‘logins’ on a monthly basis.

The [Lone Worker Service Provider] system is used solely for the purpose of ensuring the safety of individual staff members working alone in the community.  It is essential that staff follow the guidance provided through this policy in conjunction with the appropriate Risk Assessment.

Wilful failure/refusal to follow this guidance may constitute a breach of [Survey Office] Health and Safety Policies.

PROCEDURE: 

1. PRIOR TO COMMENCEMENT 
1.1 Complete the ‘Working in the Community Risk Assessment’ document with Supervisor/Line Manager.  

1.2 Complete the [‘[Lone Worker Service Provider] Schedule 1- End User Agreement’ form and return to Supervisor/Line Manager for signing. This form should then be sent to [Lone Worker Service Provider].

1.3 Complete the ‘Details for Communicare v2’ document. Complete this document with your personal details, personal description and car details as accurately as possible. Should these details change this document should be updated. 
1.4 Complete the ‘Data_Permission_Form_v2’ form.
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